Tech Innovations Inc. is a technology startup with 10 employees. The company is setting up its first Windows Server to manage user accounts, computers, and policies centrally. As the IT administrator, your task is to set up the AD domain and configure the necessary GPOs to meet the company's policy requirements. You also need to set up a file share for all the employees, with a section for each department listed below.

There are two HR workers who need access to view user accounts, and that need to receive all email traffic sent to the organization.

There is one IT worker who is responsible for the daily running of the domain, as well as adding accounts for new hires.

There is one CEO who needs complete control of the whole organization.

There are 6 people in the R&D department who work with secret information and has exclusive write permissions to their part of the file share.

You will do this task in groups, and each person on the group has a role to fulfill.

Server role installer: Installs all necessary server roles, and sets up all VMs and servers needed.

Active Directory Architect: Plans out AD users, groups, permissions, OU’s and GPO’s

Start by deciding what role each person fills, and switch roles every 5 minutes.

Good luck!